CEH Certification Training Course: EC-Council Certified Ethical Hacker v7.1

60 hours/6 months/Instructor-Facilitated

Course Code: CTP-IT-CEH07

Course Cost: $1,399

Overview

The EC-Council CEH v7.1 Certified Ethical Hacker Training Package from 360training.com includes expert instructor-led training modules with customized presentations, practice simulators and learning supplements including the EC-Council Training Kit for an all-inclusive training program that provides the benefits of classroom training at your own pace.

EC Council's CEH: Certified Ethical Hacker certification training course from 360training.com enables the system administrator with critical information to identify, counter and stop or defend hackers from penetrating the corporate network. With this certification, you will begin to understand how a hacker thinks and what tactics they use to penetrate corporate networks. This allows system administrators to deploy proactive countermeasures and stay ahead of information security developments and exploited vulnerabilities.

360training.com's CEH certification training course will immerse the student into an interactive environment where they will be shown how to scan, test, hack and secure their own systems. Certified Ethical Hacker or CEH is a vendor-neutral certification that explores the existence and the use of hacking tools and security systems across 22 topical domains. Within each domain, students are presented with several tools that a hacker can use, and which countermeasures are most effective.

Outline

Lead Instructor

CEH: (CNDA) Dave B. Chronister - CISSP, C|HFI, MCSE,

Additional NON-REQUIRED Course - Ace Your Job Search *

Course Descriptions

360_EC_CEHv7 - CEH: (CNDA): This course provides the knowledge on the latest tools and exploits uncovered from the underground community are featured in the new package. This course will fortify the application knowledge of security officers, auditors, security professionals, site administrators, and anyone who is concerned about the integrity of the network infrastructure. This course provides the skill sets to understand and know how to look for the weaknesses and vulnerabilities in target systems and uses the same knowledge and tools as a malicious hacker.

For more information, call (864) 646-1700 or visit www.tctc.edu/learn.
CS-101 - ACE YOUR JOB SEARCH*

*This course is provided to all students but not required for program completion

Part One of this course, "Tailoring Resumes and Cover Letters for a Perfect Fit," will help learners craft a resume that is targeted, elegant, and effective. Part Two, "Interviewing Skills: Make the Right Impression," focuses on the preparation job candidates need in advance of an interview, and on the five stages of the interview process. Part Three, "Interviewing Skills: Ace Those Tough Questions," helps learners formulate winning answers to difficult interview questions before they walk into the interviewing room.

Prerequisites/Audience:

Anyone looking to understand the critical information required to identify, counter and stop or defend hackers from penetrating the corporate network. Anyone wanting understand how a hacker thinks and what tactics they use to penetrate corporate networks; thus, allowing them to deploy proactive countermeasures and stay ahead of information security developments and exploited vulnerabilities.

PC Requirements

Compatible with:
NT | 95 | 98 | 2000 | ME | XP | 2003 | Vista | Windows 7

Materials Included

Instructor Led Modules, Practice Exam Simulator, EC-Council Training Kit & Book

Instructor

Dave B. Chronister - CISSP, C|HFI, MCSE, C|EH

As a Certified Ethical Hacker and Certified Forensic Investigator, Chronister possesses deep security expertise in some of the most heavily regulated industries including financial services and healthcare. Specifically, Sarbanes Oxley (SOX), Gramm-Leach-Bliley Act (GLBA), Payment Card Industries (PCI), and the Health Insurance Portability and Accountability Act (HIPAA).

During the course of his professional career, Chronister served as Architect for A.G Edwards' electronic messaging system - the largest Exchange Server deployment at the time. At Cybersource, he was the technical liaison to the various credit card organizations, developing their payment card compliance standards. Additionally, working with numerous medical and dental practices, Chronister served as Technical Advisor helping these practices meet HIPAA compliance. Recently, he served as Chief Technology Officer for a $700 million dollar bank holding company for over 5 years prior to starting Parameter Security.

*Please note – no instructor included with additional NON-REQUIRED course ACE YOUR JOB SEARCH

For more information, call (864) 646-1700 or visit www.tctc.edu/learn.